Outbound SSO to 3rd-Party Guide

PArtner and support

Here you will find the information that you need to set up 3rd-Party SAML2 with SF Platform/BizX as the IDP.

# Overview of the process:

|  |  |
| --- | --- |
| Action: | To be performed by: |
| Service Provider Initiated SAML2 |
|  [ ]  | Step 1 – To provide SF SAML Metadata | Partner or Support |
|  [ ]  | Step 2 – To provide the Assertion Consumer Service URL | Partner or Customer |
|  [ ]  | Step 3 – To provide a DeepLink URL into the 3rd-Party application | Partner or Customer |
|  [ ]  | Step 4 – To create a link within SF application | Partner or Support |
|  [ ]  | Step 5 – To setup a Trusted Service Provider URL | Partner or Support |
|  [ ]  | Step 6 – To configure the 3rd-Party vendor to accept SAML2 logins from SF | Customer or 3rd-Party vendor |
|  [ ]  | Step 7 – To sync users between SF and the 3rd-Party vendor system | Everyone |
|  [ ]  | Step 8 – To test the login | Customer |
| Identity Provider Initiated SAML2 |
|  [ ]  | Step 1 – To provide the SP Initiated URL | Partner or Support |
|  [ ]  | Step 2 – Create the IDP URL | Partner or Support |
|  [ ]  | Step 3 – To place the link within SF application | Partner or Support |

# Service Provider Initiated SAML2

## Step 1 – To provide SF SAML Metadata

SuccessFactors consultant provides Customer/3rd Party Vendor the SAML Metadata for the SuccessFactors Instance.

Here is the generic URL to grab the metadata:

https://[SFSF data center servername]/idp/samlmetadata?company=[sf\_company\_instance]

E.g.: <https://performancemanager5.successfactors.eu/idp/samlmetadata?company=test_customer>

## Step 2 – To provide the Assertion Consumer Service URL

The customer or their vendor provides SuccessFactors consultant the ACS (Assertion Consumer Service) URL for their application. This is the location where SF will send the SAML Login Responses. It will also be included in the SAML Login Requests that the vendor sends to SF.

## Step 3 – To provide a DeepLink URL into the 3rd-Party application

The customer or their vendor provides SuccessFactors consultant a deep link URL into the 3rd-Party application. This URL will start a Service Provider Initiated login process at the vendor and cause them to send a SAML Request to SuccessFactors.

For IDP Initiated Login see additional instructions on Identity Provider Initiated SAML2.

## Step 4 – To create a link within SF application

The SuccessFactors Consultant will create a link within SF application with the URL from Step 3. The consultant will work with the customer to determine the location in the app and other details for creating the link.

## Step 5 – To setup a Trusted Service Provider URL

The SuccessFactors Consultant sets up a Trusted Service Provider using the URL from Step 2. This is done by logging into the internal SuccessFactors Provisioning system. Accessing the customer specific instance. In Provisioning, access:

1. *Service Provider Settings*
2. *Authorized SP Assertion Consumer Service Settings*



1. *Add another Service Provider ACS*
2. Enter the URL from the customer in the new blank line under *Assertion Consumer Service*
3. Enter a name for the *Mapping Key* (you can set any name/key/abbreviation here).
4. If the customer has provided a SAML Logout URL this will be added in column 2
5. Click on Save



**Note**: By default, Bizx sends the UserID as the NameID parameter in the SAML message. There is a checkbox on the right side of the screen that can be enabled if you wish for the system to send the Email Address as the NameID parameter instead. Email or UserID are the only supported values.

## Step 6 – To configure the 3rd-Party vendor to accept SAML2 logins from SF

The 3rd-Party vendor configures their system to accept SAML2 logins from SuccessFactors.

If their system supports metadata import they can import the file from Step 1. Otherwise, they can pull the values they need manually from the file.

Different vendors may use specific details but they should find anything they need in the metadata file. One of the key items everyone will need is the SuccessFactors ACS where they will send the SAML Requests to.

E.g.:

<SingleSignOnService Binding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST" Location="https://performancemanager5.successfactors.eu/sf/idp/SAML2/SSO/POST/company/test\_company"/>

## Step 7 – To sync users between SF and the 3rd-Party vendor system

The users need to be synched between SuccessFactors and the 3rd party vendor. For this, there are numerous options to be followed. The SuccessFactors Consultant will work with the customer, the vendor and any other teams required to accomplish this. Typically, the users are exported from SuccessFactors and loaded in the vendors system.

There are two possible values that can be sent in the logins. By default UserID will be sent as NameID. If the customer prefers we can send Email Address as NameID. SuccessFactors will be sending the value out in the NameID field in the SAML Response to the vendor. The vendor will perform whatever additional steps are required to provision the users in their system.

## Step 8 – To test the login

At this point the process should be ready to test. The test flow will be:

1. User logs into SuccessFactors
2. User clicks on link to the 3rd-Party vendor.
3. Vendor checks if user is logged in to their application.
	1. If they are, it will show them their content.
	2. If not, the vendor POSTS (not GET) a SAML Request to SuccessFactors.

This will go to the ACS URL for the customer’s instance.

1. SuccessFactors processes the Request. Among other things there is a check that the ACS URL within the SAML Request matches the one configured in SuccessFactors in Step 5 (setup a Trusted Service Provider URL).
2. SuccessFactors verifies that the user is currently logged in.
3. SuccessFactors POSTS (not GET) the SAML Response to the vendors ACS URL. It will contain a NameID value that matches the SuccessFactors UserID or NameID.
4. The vendor verifies that the Response is correct, logs in the user and shows the user the expected content.

Here is an example of the process for a test user in the test\_customer instance. The 3rd party vendor is test\_vendor.

Example:

1. The user clicks on the link in the application from within SuccessFactors:

<https://test-saml.test_vendor.com/content.aspx>

1. The vendor sends SuccessFactors a SAML Response to the ACS URL. The examples below contain UserID in the NameID. There is an example of the Email Address as NameID format at the bottom.

<https://performancemanager5.successfactors.eu/sf/idp/SAML2/SSO/POST/company/test_company>

SAMLRequest=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

Decoded the request looks like this:

<samlp:AuthnRequest xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol" ID="\_13a0af95-3dff-428d-b0fa-bd5091999fd5" Version="2.0" IssueInstant="2016-03-08T16:43:35Z" ProtocolBinding="urn:oasis:names:tc:SAML:2.0:bindings:HTTP-POST" AssertionConsumerServiceURL="https://test-saml.test\_vendor.com/content.aspx"><saml:Issuer xmlns:saml="urn:oasis:names:tc:SAML:2.0:assertion">test\_vendor</saml:Issuer><samlp:NameIDPolicy xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol" Format="urn:oasis:names:tc:SAML:2.0:nameid-format:persistent" AllowCreate="true"/><samlp:RequestedAuthnContext xmlns:samlp="urn:oasis:names:tc:SAML:2.0:protocol" Comparison="exact"><saml:AuthnContextClassRef xmlns:saml="urn:oasis:names:tc:SAML:2.0:assertion">urn:oasis:names:tc:SAML:2.0:ac:classes:PasswordProtectedTransport</saml:AuthnContextClassRef></samlp:RequestedAuthnContext></samlp:AuthnRequest>

SuccessFactors Send a SAML Response back to the vendors SAML ACS URL. This is POSTed to the vendors ACS URL

<https://test-saml.test_vendor.com/content.aspx>

SAMLResponse= PD94bWwgdmVyc2lvbj0iMS4wIiBlbmNvZGluZz0iVVRGLTgiPz4NCjxzYW1sMnA6UmVzcG9uc2UgRGVzdGluYXRpb249Imh0dHBzOi8vdGVzdC1zYW1sLnRlc3RfdmVuZG9yLmNvbS9jb250ZW50LmFzcHgiIElEPSJfNWI0OTNiZjEtMDI3Zi00ODg5LThmNDMtMGQwY2Q4YmY4ZmYyIiBJblJlc3BvbnNlVG89Il8xN2VjZThkOC1iMWVhLTRkN2YtOWI2Mi0zZmQwNWFhOWIxZmEiIElzc3VlSW5zdGFudD0iMjAxNi0wMy0xMVQyMDoxMToxNC4wOTJaIiBWZXJzaW9uPSIyLjAiIHhtbG5zOnNhbWwycD0idXJuOm9hc2lzOm5hbWVzOnRjOlNBTUw6Mi4wOnByb3RvY29sIj48c2FtbDI6SXNzdWVyIHhtbG5zOnNhbWwyPSJ1cm46b2FzaXM6bmFtZXM6dGM6U0FNTDoyLjA6YXNzZXJ0aW9uIj5odHRwczovL3NhbGVzZGVtbzUuc3VjY2Vzc2ZhY3RvcnMuZXUvc2YvaWRwL1NBTUwyL2NvbXBhbnkvdGVzdF9jb21wYW55PC9zYW1sMjpJc3N1ZXI+PHNhbWwycDpTdGF0dXM+PHNhbWwycDpTdGF0dXNDb2RlIFZhbHVlPSJ1cm46b2FzaXM6bmFtZXM6dGM6U0FNTDoyLjA6c3RhdHVzOlN1Y2Nlc3MiLz48L3NhbWwycDpTdGF0dXM+PHNhbWwyOkFzc2VydGlvbiBJRD0iU0ZfU0FNTDIuMF8xODA4YWEwZC02ZjY0LTRlZGItYTQ3Yi1kNzg5YzU0Y2IxM2MiIElzc3VlSW5zdGFudD0iMjAxNi0wMy0xMVQyMDoxMToxNC4wOTFaIiBWZXJzaW9uPSIyLjAiIHhtbG5zOnNhbWwyPSJ1cm46b2FzaXM6bmFtZXM6dGM6U0FNTDoyLjA6YXNzZXJ0aW9uIiB4bWxuczp4cz0iaHR0cDovL3d3dy53My5vcmcvMjAwMS9YTUxTY2hlbWEiIHhtbG5zOnhzaT0iaHR0cDovL3d3dy53My5vcmcvMjAwMS9YTUxTY2hlbWEtaW5zdGFuY2UiPjxzYW1sMjpJc3N1ZXI+aHR0cHM6Ly9zYWxlc2RlbW81LnN1Y2Nlc3NmYWN0b3JzLmV1L3NmL2lkcC9TQU1MMi9jb21wYW55L3Rlc3RfY29tcGFueTwvc2FtbDI6SXNzdWVyPjxkczpTaWduYXR1cmUgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPg0KPGRzOlNpZ25lZEluZm8geG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPg0KPGRzOkNhbm9uaWNhbGl6YXRpb25NZXRob2QgQWxnb3JpdGhtPSJodHRwOi8vd3d3LnczLm9yZy8yMDAxLzEwL3htbC1leGMtYzE0biMiIHhtbG5zOmRzPSJodHRwOi8vd3d3LnczLm9yZy8yMDAwLzA5L3htbGRzaWcjIi8+DQo8ZHM6U2lnbmF0dXJlTWV0aG9kIEFsZ29yaXRobT0iaHR0cDovL3d3dy53My5vcmcvMjAwMC8wOS94bWxkc2lnI3JzYS1zaGExIiB4bWxuczpkcz0iaHR0cDovL3d3dy53My5vcmcvMjAwMC8wOS94bWxkc2lnIyIvPg0KPGRzOlJlZmVyZW5jZSBVUkk9IiNTRl9TQU1MMi4wXzE4MDhhYTBkLTZmNjQtNGVkYi1hNDdiLWQ3ODljNTRjYjEzYyIgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPg0KPGRzOlRyYW5zZm9ybXMgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPg0KPGRzOlRyYW5zZm9ybSBBbGdvcml0aG09Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyNlbnZlbG9wZWQtc2lnbmF0dXJlIiB4bWxuczpkcz0iaHR0cDovL3d3dy53My5vcmcvMjAwMC8wOS94bWxkc2lnIyIvPg0KPGRzOlRyYW5zZm9ybSBBbGdvcml0aG09Imh0dHA6Ly93d3cudzMub3JnLzIwMDEvMTAveG1sLWV4Yy1jMTRuIyIgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPjxlYzpJbmNsdXNpdmVOYW1lc3BhY2VzIFByZWZpeExpc3Q9InhzIiB4bWxuczplYz0iaHR0cDovL3d3dy53My5vcmcvMjAwMS8xMC94bWwtZXhjLWMxNG4jIi8+PC9kczpUcmFuc2Zvcm0+DQo8L2RzOlRyYW5zZm9ybXM+DQo8ZHM6RGlnZXN0TWV0aG9kIEFsZ29yaXRobT0iaHR0cDovL3d3dy53My5vcmcvMjAwMC8wOS94bWxkc2lnI3NoYTEiIHhtbG5zOmRzPSJodHRwOi8vd3d3LnczLm9yZy8yMDAwLzA5L3htbGRzaWcjIi8+DQo8ZHM6RGlnZXN0VmFsdWUgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPmhPVFF6RGhRd3l3UmxJd2ppS0ZPRnZGSGJVVT08L2RzOkRpZ2VzdFZhbHVlPg0KPC9kczpSZWZlcmVuY2U+DQo8L2RzOlNpZ25lZEluZm8+DQo8ZHM6U2lnbmF0dXJlVmFsdWUgeG1sbnM6ZHM9Imh0dHA6Ly93d3cudzMub3JnLzIwMDAvMDkveG1sZHNpZyMiPg0KQUEvNVVFcE1FbGRpUzBDY0NmazEzYldNcFBvRDlSTVlNaWZLRzNtdzRQZnArSjcya3hBNFVOdG0zbG5DeVlxSGo0YVVNN3FJakJ5NQ0KVjBob1IwcVBDbGhDQkZmNldxSVZRRXBCVmk3VXR1ejhFTnNDek1OUGpRM21xL05qQjRRN2x2NUlKZlF2SHJWNzI3UVB3b1Q1clBzaA0KbS9ybHZLbUNQN1BDc2RKazZDTT0NCjwvZHM6U2lnbmF0dXJlVmFsdWU+DQo8ZHM6S2V5SW5mbz48ZHM6WDUwOURhdGE+PGRzOlg1MDlDZXJ0aWZpY2F0ZT5NSUlDRFRDQ0FYYWdBd0lCQWdJRVRKajlMakFOQmdrcWhraUc5dzBCQVFVRkFEQkxNUXN3Q1FZRFZRUUdFd0pWVXpFYk1Ca0dBMVVFDQpDaE1TVTNWalkyVnpjMlpoWTNSdmNuTXVZMjl0TVF3d0NnWURWUVFMRXdOUGNITXhFVEFQQmdOVkJBTVRDRk5HSUVGa2JXbHVNQjRYDQpEVEV3TURreU1URTRORFV3TWxvWERUSTFNRGt4T1RFNE5EVXdNbG93U3pFTE1Ba0dBMVVFQmhNQ1ZWTXhHekFaQmdOVkJBb1RFbE4xDQpZMk5sYzNObVlXTjBiM0p6TG1OdmJURU1NQW9HQTFVRUN4TURUM0J6TVJFd0R3WURWUVFERXdoVFJpQkJaRzFwYmpDQm56QU5CZ2txDQpoa2lHOXcwQkFRRUZBQU9CalFBd2dZa0NnWUVBckE5UkxObkw5UHQ2eHluRmZZZmE4VlhBWEZERzlZOHhrZ3MzbGhJT2xzanFFWXdiDQpTb2doaXFKSUp2ZllNNDVreDNhQjdack45NnRBUjV1VXVwRXN1L0djUzZBQ3hoZnJ1VytCWTZ1dzh2Ni93MnZYaEJkZkZqQm9PK0tlDQpMeDRrM2xsbGVWZ0tzbU5sZjgxb2tPWHYxcmVlOHdFcmZaM3Nzbk54a3VRZ0dCMENBd0VBQVRBTkJna3Foa2lHOXcwQkFRVUZBQU9CDQpnUUJlQkNTTUZuWThUQjZqdFdvU1AvbG9yQnVkaHB0Z3ZPNy8zcitsL1FLMGhkazZDVnYrVlFtU2lsTlBnV1ZnVTlrdFpHYk5rWmh3DQpJZ3ducUlRSEFpNjYzMXVma1lRSkIrNDhZVWUxcS9wdjZFV2FlSXdHdmNHWVNYWnAvRS9hR1pQdGNlVElYRlBmcU95SFFvRnRiMG5xDQpNTUZXb0RocFhVSG1scm95VGM5c0pnPT08L2RzOlg1MDlDZXJ0aWZpY2F0ZT48L2RzOlg1MDlEYXRhPjwvZHM6S2V5SW5mbz48L2RzOlNpZ25hdHVyZT48c2FtbDI6U3ViamVjdD48c2FtbDI6TmFtZUlEIEZvcm1hdD0idXJuOm9hc2lzOm5hbWVzOnRjOlNBTUw6MS4xOm5hbWVpZC1mb3JtYXQ6dW5zcGVjaWZpZWQiPkFkbWluPC9zYW1sMjpOYW1lSUQ+PHNhbWwyOlN1YmplY3RDb25maXJtYXRpb24gTWV0aG9kPSJ1cm46b2FzaXM6bmFtZXM6dGM6U0FNTDoyLjA6Y206YmVhcmVyIj48c2FtbDI6U3ViamVjdENvbmZpcm1hdGlvbkRhdGEgSW5SZXNwb25zZVRvPSJfMTdlY2U4ZDgtYjFlYS00ZDdmLTliNjItM2ZkMDVhYTliMWZhIiBOb3RPbk9yQWZ0ZXI9IjIwMTYtMDMtMTFUMjA6MjE6MTQuMDkxWiIgUmVjaXBpZW50PSJodHRwczovL3Rlc3Qtc2FtbC50ZXN0X3ZlbmRvci5jb20vY29udGVudC5hc3B4Ii8+PC9zYW1sMjpTdWJqZWN0Q29uZmlybWF0aW9uPjwvc2FtbDI6U3ViamVjdD48c2FtbDI6Q29uZGl0aW9ucyBOb3RCZWZvcmU9IjIwMTYtMDMtMTFUMjA6MDE6MTQuMDkxWiIgTm90T25PckFmdGVyPSIyMDE2LTAzLTExVDIwOjIxOjE0LjA5MVoiPjxzYW1sMjpBdWRpZW5jZVJlc3RyaWN0aW9uPjxzYW1sMjpBdWRpZW5jZT50ZXN0X3ZlbmRvcjwvc2FtbDI6QXVkaWVuY2U+PC9zYW1sMjpBdWRpZW5jZVJlc3RyaWN0aW9uPjwvc2FtbDI6Q29uZGl0aW9ucz48c2FtbDI6QXV0aG5TdGF0ZW1lbnQgQXV0aG5JbnN0YW50PSIyMDE2LTAzLTExVDIwOjExOjE0LjA5MVoiIFNlc3Npb25JbmRleD0idkhLV1ZueEQzVDNkaTJOeFZNNEtOeVVrWDFGQzdub0ZUWHhnY2xTMms5S3BxS21nUE5KL3ZqUEowdzNkdWdweUpNSkxzRmxXaFJYRm9ScTNnanhQUlE9PSI+PHNhbWwyOkF1dGhuQ29udGV4dD48c2FtbDI6QXV0aG5Db250ZXh0Q2xhc3NSZWY+dXJuOm9hc2lzOm5hbWVzOnRjOlNBTUw6Mi4wOmFjOmNsYXNzZXM6UGFzc3dvcmRQcm90ZWN0ZWRUcmFuc3BvcnQ8L3NhbWwyOkF1dGhuQ29udGV4dENsYXNzUmVmPjwvc2FtbDI6QXV0aG5Db250ZXh0Pjwvc2FtbDI6QXV0aG5TdGF0ZW1lbnQ+PHNhbWwyOkF0dHJpYnV0ZVN0YXRlbWVudD48c2FtbDI6QXR0cmlidXRlIE5hbWU9ImNvbXBhbnlpZCI+PHNhbWwyOkF0dHJpYnV0ZVZhbHVlIHhzaTp0eXBlPSJ4czpzdHJpbmciPnRlc3RfY29tcGFueTwvc2FtbDI6QXR0cmlidXRlVmFsdWU+PC9zYW1sMjpBdHRyaWJ1dGU+PHNhbWwyOkF0dHJpYnV0ZSBOYW1lPSJsb2NhbGUiPjxzYW1sMjpBdHRyaWJ1dGVWYWx1ZSB4c2k6dHlwZT0ieHM6c3RyaW5nIj5lbl9VUzwvc2FtbDI6QXR0cmlidXRlVmFsdWU+PC9zYW1sMjpBdHRyaWJ1dGU+PHNhbWwyOkF0dHJpYnV0ZSBOYW1lPSJjb21wYW55dXVpZCI+PHNhbWwyOkF0dHJpYnV0ZVZhbHVlIHhzaTp0eXBlPSJ4czpzdHJpbmciPjgwYzVlZDcwX2Q2NjhfNDhiM19hOTUxX2U1N2M3ZGVlZDdlZDwvc2FtbDI6QXR0cmlidXRlVmFsdWU+PC9zYW1sMjpBdHRyaWJ1dGU+PHNhbWwyOkF0dHJpYnV0ZSBOYW1lPSJsb2dnZWRpbnVzZXJpZCI+PHNhbWwyOkF0dHJpYnV0ZVZhbHVlIHhzaTp0eXBlPSJ4czpzdHJpbmciPkFkbWluPC9zYW1sMjpBdHRyaWJ1dGVWYWx1ZT48L3NhbWwyOkF0dHJpYnV0ZT48c2FtbDI6QXR0cmlidXRlIE5hbWU9InpvbmVzZXNzaW9uaWQiPjxzYW1sMjpBdHRyaWJ1dGVWYWx1ZSB4c2k6dHlwZT0ieHM6c3RyaW5nIj5iMTQyNGJmMS1iMDNlLTQ2YjUtYjAyYi1lZmRjMGUwMzk4OWE8L3NhbWwyOkF0dHJpYnV0ZVZhbHVlPjwvc2FtbDI6QXR0cmlidXRlPjwvc2FtbDI6QXR0cmlidXRlU3RhdGVtZW50Pjwvc2FtbDI6QXNzZXJ0aW9uPjwvc2FtbDJwOlJlc3BvbnNlPg==

Decoded the response looks like this:

<?xml version="1.0" encoding="UTF-8"?>

<saml2p:Response Destination="https://test-saml.test\_vendor.com/content.aspx" ID="\_5b493bf1-027f-4889-8f43-0d0cd8bf8ff2" InResponseTo="\_17ece8d8-b1ea-4d7f-9b62-3fd05aa9b1fa" IssueInstant="2016-03-11T20:11:14.092Z" Version="2.0" xmlns:saml2p="urn:oasis:names:tc:SAML:2.0:protocol"><saml2:Issuer xmlns:saml2="urn:oasis:names:tc:SAML:2.0:assertion">https://salesdemo5.successfactors.eu/sf/idp/SAML2/company/test\_company</saml2:Issuer><saml2p:Status><saml2p:StatusCode Value="urn:oasis:names:tc:SAML:2.0:status:Success"/></saml2p:Status><saml2:Assertion ID="SF\_SAML2.0\_1808aa0d-6f64-4edb-a47b-d789c54cb13c" IssueInstant="2016-03-11T20:11:14.091Z" Version="2.0" xmlns:saml2="urn:oasis:names:tc:SAML:2.0:assertion" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"><saml2:Issuer>https://salesdemo5.successfactors.eu/sf/idp/SAML2/company/test\_company</saml2:Issuer><ds:Signature xmlns:ds="http://www.w3.org/2000/09/xmldsig#">

<ds:SignedInfo xmlns:ds="http://www.w3.org/2000/09/xmldsig#">

<ds:CanonicalizationMethod Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#" xmlns:ds="http://www.w3.org/2000/09/xmldsig#"/>

<ds:SignatureMethod Algorithm="http://www.w3.org/2000/09/xmldsig#rsa-sha1" xmlns:ds="http://www.w3.org/2000/09/xmldsig#"/>

<ds:Reference URI="#SF\_SAML2.0\_1808aa0d-6f64-4edb-a47b-d789c54cb13c" xmlns:ds="http://www.w3.org/2000/09/xmldsig#">

<ds:Transforms xmlns:ds="http://www.w3.org/2000/09/xmldsig#">

<ds:Transform Algorithm="http://www.w3.org/2000/09/xmldsig#enveloped-signature" xmlns:ds="http://www.w3.org/2000/09/xmldsig#"/>

<ds:Transform Algorithm="http://www.w3.org/2001/10/xml-exc-c14n#" xmlns:ds="http://www.w3.org/2000/09/xmldsig#"><ec:InclusiveNamespaces PrefixList="xs" xmlns:ec="http://www.w3.org/2001/10/xml-exc-c14n#"/></ds:Transform>

</ds:Transforms>

<ds:DigestMethod Algorithm="http://www.w3.org/2000/09/xmldsig#sha1" xmlns:ds="http://www.w3.org/2000/09/xmldsig#"/>

<ds:DigestValue xmlns:ds="http://www.w3.org/2000/09/xmldsig#">hOTQzDhQwywRlIwjiKFOFvFHbUU=</ds:DigestValue>

</ds:Reference>

</ds:SignedInfo>

<ds:SignatureValue xmlns:ds="http://www.w3.org/2000/09/xmldsig#">

AA/5UEpMEldiS0CcCfk13bWMpPoD9RMYMifKG3mw4Pfp+J72kxA4UNtm3lnCyYqHj4aUM7qIjBy5

V0hoR0qPClhCBFf6WqIVQEpBVi7Utuz8ENsCzMNPjQ3mq/NjB4Q7lv5IJfQvHrV727QPwoT5rPsh

m/rlvKmCP7PCsdJk6CM=

</ds:SignatureValue>

<ds:KeyInfo><ds:X509Data><ds:X509Certificate>MIICDTCCAXagAwIBAgIETJj9LjANBgkqhkiG9w0BAQUFADBLMQswCQYDVQQGEwJVUzEbMBkGA1UE

ChMSU3VjY2Vzc2ZhY3RvcnMuY29tMQwwCgYDVQQLEwNPcHMxETAPBgNVBAMTCFNGIEFkbWluMB4X

DTEwMDkyMTE4NDUwMloXDTI1MDkxOTE4NDUwMlowSzELMAkGA1UEBhMCVVMxGzAZBgNVBAoTElN1

Y2Nlc3NmYWN0b3JzLmNvbTEMMAoGA1UECxMDT3BzMREwDwYDVQQDEwhTRiBBZG1pbjCBnzANBgkq

hkiG9w0BAQEFAAOBjQAwgYkCgYEArA9RLNnL9Pt6xynFfYfa8VXAXFDG9Y8xkgs3lhIOlsjqEYwb

SoghiqJIJvfYM45kx3aB7ZrN96tAR5uUupEsu/GcS6ACxhfruW+BY6uw8v6/w2vXhBdfFjBoO+Ke

Lx4k3llleVgKsmNlf81okOXv1ree8wErfZ3ssnNxkuQgGB0CAwEAATANBgkqhkiG9w0BAQUFAAOB

gQBeBCSMFnY8TB6jtWoSP/lorBudhptgvO7/3r+l/QK0hdk6CVv+VQmSilNPgWVgU9ktZGbNkZhw

IgwnqIQHAi6631ufkYQJB+48YUe1q/pv6EWaeIwGvcGYSXZp/E/aGZPtceTIXFPfqOyHQoFtb0nq

MMFWoDhpXUHmlroyTc9sJg==</ds:X509Certificate></ds:X509Data></ds:KeyInfo></ds:Signature><saml2:Subject><saml2:NameID Format="urn:oasis:names:tc:SAML:1.1:nameid-format:unspecified">Admin</saml2:NameID><saml2:SubjectConfirmation Method="urn:oasis:names:tc:SAML:2.0:cm:bearer"><saml2:SubjectConfirmationData InResponseTo="\_17ece8d8-b1ea-4d7f-9b62-3fd05aa9b1fa" NotOnOrAfter="2016-03-11T20:21:14.091Z" Recipient="https://test-saml.test\_vendor.com/content.aspx"/></saml2:SubjectConfirmation></saml2:Subject><saml2:Conditions NotBefore="2016-03-11T20:01:14.091Z" NotOnOrAfter="2016-03-11T20:21:14.091Z"><saml2:AudienceRestriction><saml2:Audience>test\_vendor</saml2:Audience></saml2:AudienceRestriction></saml2:Conditions><saml2:AuthnStatement AuthnInstant="2016-03-11T20:11:14.091Z" SessionIndex="vHKWVnxD3T3di2NxVM4KNyUkX1FC7noFTXxgclS2k9KpqKmgPNJ/vjPJ0w3dugpyJMJLsFlWhRXFoRq3gjxPRQ=="><saml2:AuthnContext><saml2:AuthnContextClassRef>urn:oasis:names:tc:SAML:2.0:ac:classes:PasswordProtectedTransport</saml2:AuthnContextClassRef></saml2:AuthnContext></saml2:AuthnStatement><saml2:AttributeStatement><saml2:Attribute Name="companyid"><saml2:AttributeValue xsi:type="xs:string">test\_company</saml2:AttributeValue></saml2:Attribute><saml2:Attribute Name="locale"><saml2:AttributeValue xsi:type="xs:string">en\_US</saml2:AttributeValue></saml2:Attribute><saml2:Attribute Name="companyuuid"><saml2:AttributeValue xsi:type="xs:string">80c5ed70\_d668\_48b3\_a951\_e57c7deed7ed</saml2:AttributeValue></saml2:Attribute><saml2:Attribute Name="loggedinuserid"><saml2:AttributeValue xsi:type="xs:string">Admin</saml2:AttributeValue></saml2:Attribute><saml2:Attribute Name="zonesessionid"><saml2:AttributeValue xsi:type="xs:string">b1424bf1-b03e-46b5-b02b-efdc0e03989a</saml2:AttributeValue></saml2:Attribute></saml2:AttributeStatement></saml2:Assertion></saml2p:Response>

Notice the NameID value of “Admin” that identifies the user attempting to login to the vendor using SSO.

**Note**: If we send Email address in NameID rather than UserID it will look like this.

Subject><saml2:NameID Format=\"urn:oasis:names:tc:SAML:1.1:nameid-format:emailAddress\">daniel.hayes@sap.com</saml2:NameID><saml2:SubjectConfirmation Method=\"urn:oasis:names:tc:SAML:2.0:cm:bearer\"><saml2:SubjectConfirmationData

# Identity Provider Initiated SAML2

For some 3rd-Parties, we can support IDP Initiated Logins. Follow all the instructions from Service Provider Initiated SAML2 section except Step 3. Instead of getting a deep link to customer, we will be creating a SuccessFactors hosted URL that will initiate a IDP login to the 3rd party.

## Step 1 – To provide the SP Initiated URL

Copy the SP Initiated URL from step 3 above.

Example of URL: <https://test_saml.test_vendor.com/content.aspx>

## Step 2 – Create the IDP URL

Create the IDP URL. The basic format will be:

Example of URL:

<https://performancemanagerX.successfactor.com/sf/idp-init-sso/mappingkey?RelayState=SPInitiatedURL>

Where:

* **Mapping Key test\_vendor**: We create this up while setting the Assertion Consumer Service URL in provisioning.
* **RelayState**: It is defined by the customer. E.g.: <https://test_saml.test_vendor.com/content.aspx>

## Step 3 – To place the link within SF application

Place the link created in the SF application, on a location that the customer will decide. When a user clicks it, we will send the SAML Response directly to the 3rd party.

**Note**: IDP Initiated Login to a 3rd-Party is not a commonly used feature. As of January 2017 it has only been configured/tested with one 3rd party (ADP). Customers should be informed that it may not work with their 3rd-Party vendor. We will need to do the actual setup/test/troubleshooting to find out on a case by case basis.